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CHAPTER1

Introduction to this guide

This section contains the following topics:
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Introduction to this guide

About this

guide

This guide describes CloudPools, a licensed software module that works with Isilon's OneFS
operating system. This guide describes how the CloudPools interface provides access to OneFS
cloud configuration, operation, and management.

Your suggestions help us to improve the accuracy, organization, and overall quality of the
documentation. Send your feedback to https://www.research.net/s/isi-docfeedback. If you
cannot provide feedback through the URL, send an email message to docfeedback@isilon.com.

Where to go for support

This topic contains resources for getting answers to questions about Isilon products.

Online support

e Live Chat
e Create a Service Request

For questions about accessing online support, send an email to
support@emc.com.

Telephone
support

¢ United States: 1-800-SVC-4EMC (1-800-782-4362)
e Canada: 1-800-543-4782
e Worldwide: 1-508-497-7901

¢ Local phone numbers for a specific country are available at Dell EMC
Customer Support Centers.

Isilon Community
Network

The Isilon Community Network connects you to a central hub of information
and experts to help you maximize your current storage solution. From this site,
you can demonstrate Isilon products, ask questions, view technical videos, and
get the latest Isilon product documentation.

Isilon Info Hubs

For the list of Isilon info hubs, see the Isilon Info Hubs page on the Isilon
Community Network. Use these info hubs to find product documentation,
troubleshooting guides, videos, blogs, and other information resources about
the Isilon products and features you're interested in.
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CHAPTER 2
Setting up CloudPools

This section provides conceptual information about, and procedures for, setting up CloudPools:

e Migration from PreVioUS VEISIONS.......cciiiieeeiieeee e e e e e ierreeeeee e e e e e e e e e e e rr e e e e e e e e e e e e e e ennnnnnnan 12
®  ClOUAPOOIS OVEIVIEW .....ciiiiiiieeieeii it e e e e e e s s e e e e e s s s sns e e e s se s e e e e s seannnn e e e e s seannnnneeenaan 12
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e Migration from PreVioUS VEISIONS......ccciiiieeeuaaiee e e e eererreeree e e e e e e e e e reer e s e e e e e e e e eeeennnnnnas 16
¢ CloudPools setup and ManagemENT..........ccccceomemereeriiiieeieeeeaa e e e e s ee s e e e eee s nenneeeeeeeeeeeeeeeeeens 17
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Setting up CloudPools

Migration from previous versions

If you have existing CloudPool accounts from versions earlier than OneFS 8.2, there are migration
considerations.

For information about migrating to CloudPools 8.2, see Isilon Cloudpools - Upgrading 8.x to 8.2.x.

CloudPools overview

12

CloudPools extends the capabilities of OneFS by enabling you to specify data to be moved to
lower-cost cloud storage. CloudPools can seamlessly connect to a variety of cloud storage
systems, including Dell EMC Isilon, Dell EMC ECS Appliance, Virtustream, Google Cloud, Amazon
S3, Amazon C2S S3, Microsoft Azure, and Alibaba Cloud.

CloudPools is a licensed module built on the SmartPools file pool policy framework, which gives
you granular control of file storage on your cluster. CloudPools extends this file storage control to
one or more cloud repositories, which act as additional tiers of OneFS storage.

Prior to the introduction of CloudPools, SmartPools enabled the grouping of nodes into storage
pools called node pools, and the classification of node pools as different storage tiers. SmartPools
includes a policy framework that allows you to segregate files into logical groups called file pools,
and to store those file pools in specific storage tiers.

CloudPools expands the SmartPools framework by treating a cloud repository as an additional
storage tier. This enables you to move older or seldom-used data to cloud storage and free up
space on your cluster.

File pool policies

As with SmartPools, you define files to be stored in the cloud by creating file pool policies. These
policies use file matching criteria to determine which file pools are to be moved to the cloud.

File pool policies are applied when the SmartPools system job runs, by default on a daily basis. For
each policy, all matched files on the cluster are handled according to policy specifications.

When files match a file pool policy that contains CloudPools actions, OneFS moves the file data of
matched files to the cloud. Only metadata and a proxy file remain on the cluster, thus freeing up
storage space.

SmartLink files

Although file data is moved to remote storage, the files remain visible in the OneFS file system.
CloudPools accomplishes this by retaining a local SmartLink file, which is a pointer to the location
of data in the cloud. You can read, write, archive, and recall files from the cloud as needed.

When a user accesses a cluster and views the OneFS file system through a supported protocol
(SMB, NFS, Swift, or HDFS), SmartLink files appear to be the original files. When the user opens a
SmartLink file, OneFS automatically retrieves and caches as much data as needed from the cloud.
This operation is called inline access. Any modifications the user makes to a file during inline access
are updated in the file data stored in the cloud.

In addition to inline access, CloudPools also provides a CLI command to enable full recall of files
from the cloud, in which case the SmartLink files are replaced by the actual files.

Isilon OneFS CloudPools Administration Guide
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CloudPools concepts

CloudPools is a licensed module that enables you to move file data on your Isilon cluster to the
cloud, and to access or recall these files when needed. Taking advantage of CloudPools requires
you to configure cloud storage accounts and file pool policies that specify cloud storage targets.

You can configure CloudPools to move files to the cloud automatically, based on file pool policies.
You can also use a OneFS command to archive individual files to, or recall files from, the cloud.

CloudPools uses a similar workflow to OneFS SmartPools. To store files in the cloud, you must
have at least one account with a cloud storage provider. In addition, you must configure OneFS for
cloud storage, and create file pool policies that identify and move files to the cloud.

When the SmartPools job runs, typically once a day, file pool policies are executed, and matched
files are sent to the cloud storage target. To access file data stored in the cloud, you can open its
related SmartLink file through any supported protocol (SMB, NFS, Swift, or HDFS). This is
referred to as inline access. To fully recall a file from the cloud, you can issue an isi cloud
recall command from the OneFS command-line interface.

Following are descriptions of key CloudPools concepts:

Archive

The CloudPools process of moving file data to the cloud. This process involves extracting the
data from the file and placing it in one or more cloud objects. CloudPools then moves these
objects to cloud storage, and leaves in place on the local cluster a representative file called a
SmartLink.

Recall

The CloudPools process of reversing the archival process. When you recall a file from the
cloud, CloudPools replaces the SmartLink file by restoring the original file data on OneFS and
removing the cloud objects from cloud storage.

SmartLink file

For every file archived to the cloud, OneFS maintains an associated SmartLink file on the
cluster. A SmartLink file contains metadata and map information so the data in the cloud can
be accessed or fully recalled. If allowed by a SmartLink file's archiving policy, accessing the
SmartLink file on the cluster automatically retrieves and caches data from the cloud. Like
other files, SmartLink files can be backed up through NDMP or synchronized to other clusters
with SynclQ. When SmartLink files are retrieved from a backup or SynclQ operation,
CloudPools maintains their links to related file data in the cloud.

File pool policies
File pool policies are the essential control mechanism for both SmartPools and CloudPools.

OneFS runs all file pool policies on a regular basis. Each file pool policy specifies the files to be
managed, actions to take on the files, protection levels, and 1/0 optimization settings.

If CloudPools has been enabled, each file pool policy can also contain cloud-specific
parameters that specify the remote cloud account to archive files to, and how to handle files
prior to archiving them. Moreover, a policy can also specify SmartPools targets that specify
where to store the locally-retained SmartLink files related to the stored cloud data.

Cloud provider accounts

Making use of cloud storage requires you to set up one or more accounts with a cloud
provider. The types of cloud storage that are currently supported are Isilon, ECS Appliance,
Virtustream Storage Cloud, Amazon S3, Amazon C2S S3. Google Cloud, Microsoft Azure, and
Alibaba Cloud. The account information from the cloud provider must match the information
you use when configuring cloud accounts on your Isilon cluster.

Isilon OneFS CloudPools Administration Guide 13
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Cloud storage accounts
A cloud storage account is a OneFS entity that defines access to a specific cloud provider
account. The cloud storage account settings must match the account credentials provided by
the cloud provider.

CloudPool
A CloudPool is a OneFS entity that contains a single cloud storage account and provides a
conduit between OneFS and the cloud storage repository. Creating a CloudPool requires the
availability of at least one cloud storage account. The cloud storage account must be of the
same type as the CloudPool.

Inline access
CloudPools enables users connecting to a cluster through supported protocols to access cloud
data by opening associated SmartLink files. This process is referred to as inline access. To the
user connecting to OneFS through a supported protocol, a SmartLink file appears to be the
original file. When the user opens a SmartLink file, CloudPools retrieves and caches cloud data
locally. The user can view and edit the file as usual. CloudPools automatically retrieves and
sends any updated file data back to the cloud so that the cloud contains the latest version.

@ Note: CloudPools offers inline access as a user convenience. However, CloudPools is
designed mainly as an archival solution, and is not intended for storing data that is
frequently updated. Such data should be left on the local cluster until it stabilizes and is
ready for archival.

Licensing requirements

The CloudPools software module requires a license.

If your current OneFsS license does not include CloudPools, contact your Isilon sales
representative. An updated license file is sent to a responsible person in your organization through
email. To upload the new license file, see Activating a CloudPools software license on page 17.

Supported cloud providers

With CloudPools, OneFS supports these cloud providers: Dell EMC lIsilon, Dell EMC ECS Appliance,
Virtustream Storage Cloud, Amazon S3, Amazon C2S S3, Microsoft Windows Azure, Google Cloud
Platform, and Alibaba Cloud.

Dell EMC Isilon

CloudPools enables an Dell EMC Isilon cluster to function as a cloud storage provider.

In this scenario, a secondary Isilon cluster provides a private cloud solution. The primary cluster
archives files to the secondary cluster. Both clusters are managed in your corporate data center.
The secondary cluster must be running a compatible version of OneFS.

To act as a cloud storage provider, an Isilon cluster uses a set of APIs that include the capabilities
to configure CloudPools policies, define cloud storage accounts, and retrieve cloud storage usage
reports. These APIs are known collectively as the Isilon Platform API, and are described in the
OneFS APl Reference.

To configure a secondary Isilon cluster as the cloud storage repository, you need to complete
several tasks:

¢ On the secondary cluster, log on with system administrator privileges, and create a new user.
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e On the secondary cluster, create a role with access to Console, Platform API, HTTP, License,
Namespace Traverse, and Namespace Access privileges, and make the new user a member of
this role.

¢ On the secondary cluster, log on as the new user, and create the directory where cloud data
should be stored. For example: /ifs/data/HQ-Archive.

e On the primary cluster, set up the Isilon cloud storage account, specifying the new user's
credentials and the appropriate URI for the secondary cluster. Because the secondary cluster
is within your corporate network, the URI would look similar to the following example:

https://10.1.210.310:8080/namespace/ifs/data/HQ-Archive

On the primary cluster, create a CloudPool that contains the Isilon cloud storage account.

Dell EMC ECS Appliance

CloudPools supports ECS appliance as a cloud provider.

ECS is a complete software-defined cloud storage platform deployed on a turn-key appliance from
Dell EMC. It supports the storage, manipulation, and analysis of unstructured data on a massive
scale.

The ECS appliance is specifically designed to support mobile, cloud, big data, and next-generation
applications. As an appliance, it is simple to install and deploy with support for multi-tenancy, self-
service access, usage metering, on-demand cloud storage-as-a-service, and dynamic application
provisioning.

Virtustream Storage Cloud

Amazon S3

CloudPools supports Virtustream Storage Cloud as a cloud provider.

Virtustream Storage Cloud (VSC) is a managed cloud computing service from Dell EMC that offers
benefits associated both with a dedicated private cloud and a public multi-tenant cloud.

VSC enables enterprises to run complex, mission-critical applications with full cloud agility,
economy, and automation, and to achieve enterprise-class service-level agreements for both
application performance and availability. In addition, Virtustream provides a foundation for meeting
national and industry-level security, compliance and auditing requirements.

Virtustream Storage Cloud can be managed in your own data center, or provided as a solution from
a third party.

CloudPools can be configured to store data on Amazon S3 (Simple Storage System), a public
cloud provider.

When you configure CloudPools to use Amazon S3 for cloud storage, in addition to URI, username,
and passkey, you must specify the following additional attributes.

e S3 Account ID
e S3 Telemetry Reporting Bucket
e S3 Storage Region

When you first establish an account with Amazon S3, the cloud provider gives you an account ID
and allows you to choose a storage region. Amazon S3 offers multiple storage regions in the U.S.
and other regions of the world.

@ Note: CloudPools supports Amazon Web Services Signature V2, and V4 to authenticate
queries to its cloud storage.
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To work with CloudPools, you must also identify an S3 telemetry reporting bucket. This is where
billing reports are stored on Amazon S3. This bucket must be accessible to CloudPools.

To set up an S3 telemetry reporting bucket, navigate to Billing & Cost Management preferences
in the S3 console. There you can indicate that you want to receive billing reports, and specify the
bucket to which these reports should be saved. Use this bucket name as the telemetry reporting
bucket when setting up an S3 cloud storage account in CloudPools.

Amazon C2S S3

CloudPools can be configured to store data on Amazon C2S (Commercial Cloud Services) S3
(Simple Storage System).

When you configure CloudPools to use Amazon C2S S3 for cloud storage, in addition to URI,
username, and passkey, you must specify the S3 Storage Region in the connection settings.

Additionally, connectivity to Amazon C2S S3 accounts requires that the credential server
information is entered into the system.

Microsoft Azure

You can configure CloudPools to store data on Microsoft Azure, a public cloud provider

When you first establish an account with Microsoft Azure, you create a user name, and Microsoft
provides you with a URI and a passkey. When you configure CloudPools to use Azure, you must
specify the same URI, username and passkey.

Google Cloud Platform

CloudPools can store data on Google Cloud Platform, a public cloud provider.

When you configure CloudPools to use Google Cloud Platform, in addition to URI, username, and
passkey, you can specify the storage region. Google offers multiple storage regions in the U.S. and
other areas of the world.

If you do not choose a storage region, the default storage region for Google Cloud Platform is
chosen.

Note also that, to work as a cloud storage provider for CloudPools, Google Cloud Platform must be
used in interoperability mode. You must specify this in the Google Cloud Platform interface.

Log into Google Cloud Platform, and from the main dashboard, choose Storage > Settings >
Interoperability. Follow the prompts to create an interoperable storage access key and secret.

In OneFS, when creating a new CloudPools cloud storage account for Google Cloud Platform,
specify the access key as the user name and the secret as the key.

Alibaba Cloud

CloudPools can store data in the Alibaba Cloud, a public cloud provider.

When you configure CloudPools to use Alibaba Cloud, the URI, username, and passkey are
required. Alibaba offers multiple sites in the U.S. and other areas of the world. The URI indicates
your chosen connection site.

Migration from previous versions

If you have existing CloudPool accounts from versions earlier than OneFS 8.2, there are migration
considerations.

For information about migrating to CloudPools 8.2, see Isilon Cloudpools - Upgrading 8.x to 8.2.x.
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CloudPools setup and management

Setting up and managing CloudPools includes activating licenses, configuring network proxies, and
managing accounts and storage pools.

Activating a CloudPools software license

You can activate a CloudPools license from either the web interface or the CLI. Running
CloudPools also requires the activation of a SmartPools license.

For complete information about obtaining and activating OneFS licenses, see the /silon OneFS Web
Administration Guide.

Upload the updated license file (Web Ul)

After you receive an updated license file from Dell EMC Software Licensing Central (SLC), upload
the updated file to the cluster.

Procedure

1. Click Cluster Management > Licensing.

2. Inthe Upload and activate a signed license file area, click Browse and select the signed
license file.

3. Click Upload and Activate.

Upload the updated license file (CLI)

After you receive an updated license file from Dell EMC Software Licensing Central (SLC), upload
the updated file to your cluster.

Procedure
1. Runthe isi license add command.

The following command adds the /ifs/local license file to the cluster:

isi license add --path /ifs/local

Configuring network proxy servers with CloudPools

You can configure CloudPools so that data that is archived to, or recalled from, a public cloud
provider is routed through a proxy server.

By default, CloudPools communicates directly with the designated cloud provider. If the cloud
provider is private, such as another Dell EMC Isilon cluster or an ECS appliance running on the
same corporate network, the default communication protocol might be acceptable.

However, if CloudPools is archiving data to a public cloud provider, such as Amazon S3 or
Microsoft Azure, communication happening directly through the public Internet might violate
security policies that are established by some organizations.

In a typical configuration, the Isilon cluster is installed in a data center behind one or more
firewalls. Ports that would enable communication to the public Internet often are closed. To enable
CloudPools to archive data to a public cloud provider, CloudPools can be configured to work with a
proxy server.

CloudPools works with proxy servers running the following protocols:
e SOCKS v4

Isilon OneFS CloudPools Administration Guide 17
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e SOCKS v5
e HTTP

Configuration on the CloudPools side includes creating a network proxy entry and connecting the
network proxy to a cloud storage account. Both SOCKS v5 and HTTP can be configured with or
without authentication. SOCKS v4 does not support authentication.

From OneFS, you can also list network proxies, view network proxy properties, modify proxy
settings, and delete proxies. Except for connecting the network proxy to a cloud storage account,
you must use the CLI to run all other proxy server commands.

Create a network proxy (CLI)

You can create a network proxy to redirect CloudPools traffic to and from a public cloud provider.
CloudPools supports proxy servers running the SOCKS v4, SOCKS vb, and HTTP protocols.

Before you begin
The proxy server should be online and ready to accept a connection from an Isilon cluster.

Procedure
1. Runtheisi cloud proxies create command.

The following command creates a proxy object named myproxy1 and links it to a specific
proxy server URL, proxy type, and port:

isi cloud proxies create myproxyl 10.99.58.250 socks 5 1080

Results

When you later create or modify a cloud storage account, the myproxyl network proxy is
available. At that time, when you select the proxy, and save the changes, CloudPools verifies that
the proxy server connection can be made.

View a list of network proxies (CLI)

You can view a list of existing network proxies in CloudPools.
Before you begin

You or someone in your organization must first have created network proxies using the isi
cloud proxies create command.

Procedure
1. Runthe isi cloud proxies list command.

The command displays a list of proxy names, hosts, and types.

View network proxy properties (CLI)

You can view the properties of a network proxy.
Before you begin

You or someone in your organization must have created a network proxy using the isi cloud
proxies create command.

Procedure

1. Runthe isi cloud proxies view command.
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The following command displays the properties of a proxy named myproxy1:

isi cloud proxies view myproxyl

Properties shown include ID, name, host, type, and port.

Modify a network proxy (CLI)
You can modify the properties of an existing network proxy in CloudPools.

Before you begin

You or someone in your organization must have created the network proxy using the isi cloud
proxies create command.

Procedure
1. Runthe isi cloud proxies modify command.
The following command adds a user name and password necessary to connect to a network

proxy:

isi cloud proxies modify myproxyl --username cloudl --password
@xyl16+RZ20

Results

You can now add the network proxy to a cloud storage account.

Delete a network proxy (CLI)

You can delete an existing network proxy in CloudPools. However, if the proxy is connected to a
cloud storage account, you cannot delete the proxy.

Before you begin

You or someone in your organization must have created the network proxy using the isi cloud
proxies create command.

Procedure
1. Runthe isi cloud proxies delete command.

The following command deletes the proxy named myproxy1:

isi cloud proxies delete myproxyl

OneFS asks you to confirm the deletion:

Are you sure? (yes/no):

2. Type yes and press ENTER.
Results

If the proxy is already connected to a cloud storage account in CloudPools, OneFS prevents you
from deleting the proxy. Otherwise, the proxy is deleted.
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Managing cloud storage accounts

A cloud storage account provides OneFS with the information it needs to connect to the remote
cloud storage provider.

You can create and edit one or more cloud storage accounts in OneFS.

Create cloud storage accounts (Web Ul)

You define cloud storage accounts in OneFS as an essential part of CloudPools configuration. The
account username, password, and URI that you used to establish an account with your cloud
provider is required. You can also specify a proxy server to redirect CloudPools archive and
retrieval traffic to and from a public cloud provider.

Before you begin

If you are creating an Amazon C2S S3 account, you need to perform the following steps using the
OneFS CLI before creating the account:

1. Import the CA certificate.
isi certificate authority import <certificate-path>

[--name certificate name]
[--description certificate description]

2. Import the CAP Client Certificate and Private Key.

isi cloud certificates import <certificate-path> <certificate-key-path>
[--name certificate name]
[-—certificate-key-password <enter certificate password string>]

Procedure
1. Click File System > Storage Pools > CloudPools.
2. Click + Create a Cloud Storage Account.
3. Inthe Create a Cloud Storage Account dialog box, Connection Settings:
a. Enter In the Name or Alias field, enter a name for the account.

b. In the Type drop-down menu, select a type of cloud account. Choices are Dell EMC
Isilon, Dell EMC ECS Appliance, Virtustream Storage Cloud, Microsoft Azure,
Amazon S3, Amazon C2S S3, Google Cloud Platform, and Alibaba Cloud.

4. In the Create a Cloud Storage Account dialog box, complete the Cloud account
information:

Table 1 Cloud account information

Field Action Required for

URI Enter the fully qualified URI for the account. The All account types.
URI must use the HTTPS protocol, and match the
URI used to set up the account with your cloud

provider.

User name Enter the cloud provider account user name. This Dell EMC Isilon,
user name should have been set up with the cloud Dell EMC ECS
provider. Appliance
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Table 1 Cloud account information (continued)

Field Action Required for

Virtuastream
Storage Cloud

Microsoft Azure

Google Cloud
Platform

Alibaba Cloud

Key Enter the password, or secret key associated with Dell EMC Isilon,
the cloud provider account user name. Dell EMC ECS
Appliance

Virtuastream
Storage Cloud

Microsoft Azure

Google Cloud
Platform
Alibaba Cloud
Proxy If you have defined one or more network proxies, All account types.
and want to use one for this cloud account, select
the name from the proxy.
Skip SSL Enable to skip the certificate validation. All account types.
certificate
validation (not
recommended)
Account ID The account ID provided when the Amazon S3 Amazon S3
account was created.
Telementary The bucket where billing reports are stored on Amazon S3
reporting bucket | Amazon S3. The bucket must be configured to
allow OneFS CloudPools to access it.
Storage region The region chosen to store the data when the Optional for:
account was created by the provider. Amazon S3, Google
Cloud Platform,
Alibaba Cloud

For Amazon C2S S3 accounts only, complete the Credential server information:

Option Description

URI Enter a fully qualified URI for Amazon C2S S3 account credential server.

Agency Agency name required to connect to an Amazon C2S S3 Access Portal (CAP
or Token Vending Machine (TVM)).

Mission Mission name required to connect to an Amazon C2S S3 Access Portal

Role Role name required to connect to an Amazon C2S S3 Access Portal.
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Option Description

Certificate | Name or id of a certificate to connect to a Amazon C2S S3 Access Portal. The
certificate is imported via isi certificate authorityand isi cloud
certificate import commands.

Proxy Name of id of a proxy to connect to a Amazon C2S S3 Access Portal. The
proxy is created using isi proxy create CLI

6. Click the Connect Account button.

The Create a Cloud Storage Account dialog box closes, and the new cloud account
appears in the Cloud Storage Accounts list. The Name, Type, State, Username, and URI
associated with the account is displayed.

Create a cloud storage account (CLI)

You create cloud storage accounts to enable CloudPools to archive files to cloud storage. The
account username, password, and URI that you used to establish an account with your cloud
provider is required. You can also specify a proxy server to redirect CloudPools archive and
retrieval traffic to and from a public cloud provider.

Before you begin

Before creating a cloud storage account, you must establish an account with a cloud provider,
such as Microsoft Azure. When you create a cloud storage account in OneFS, the system attempts
to connect to the cloud provider using the credentials you provide. Also, if you want to specify a
proxy server with the cloud storage account, you must have already created the proxy server by
means of the isi cloud proxies create command.

OneFS enforces the following requirements for cloud storage accounts.

e Each cloud storage account can only belong to a single CloudPool storage container.
¢ A cloud storage account must be of the same type as the CloudPool.

To create a cloud storage account:

Procedure

1. If you are creating an account for Amazon C2S S3 accounts, complete the following steps
before creating the account, otherwise continue to step 2.

a. Import the CA certificate.
isi certificate authority import <certificate-path>

[--name certificate name]
[--description certificate description]

b. Import the CAP Client Certificate and Private Key.

isi cloud certificates import <certificate-path> <certificate-key-
path>

[--name certificate name]

[--certificate-key-password <enter certificate password
string>]

2. Runthe isi cloud accounts create command.

The following command creates a Microsoft Azure cloud storage account.
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@ | Note: This type of account requires a key provided by the cloud provider.

isi cloud accounts create --name=c-acctl --type=azure
--uri=https://admin2.blob.core.windows.net —--account-username=adml
-—key=!5P@$5c0de998==

The following command creates the same account, while specifying a proxy server.

isi cloud accounts create --name=c-acctl --type=azure
—-—uri=https://admin2.blob.core.windows.net --account-username=adml
--key=!$PQ@S$$c0de998== --proxy myproxyl

The following command creates an Amazon C2S S3 account.

isi cloud accounts create —--name=C2S3
--credential-provider-uri=<need sample>
--credential-provider-agency=<need sample>
--credential-provider-certificate=<need sample>
--credential-provider-mission=<need sample>
--credential-provider-proxy=<need sample>
--credential-provider-role=<need sample>
--storage-region=<need sample>

After you finish

After the cloud storage account successfully connects to the cloud provider, you must add the
cloud storage account to a CloudPool in OneFS. OneFS is then able to archive files to the cloud.

Edit a cloud storage account (Web Ul)
You can edit some of the settings of an existing cloud storage account.
Procedure
1. Click File System > Storage Pools > CloudPools.

2. Inthe Cloud Storage Accounts list, click the View/Edit button to the right of the account
that you want to edit.

In the View Cloud Storage Account Details dialog box, click the Edit Account button.

In the Edit Cloud Storage Account Details dialog box, perform any of these actions:

a. In the Name or Alias field, enter a new name for the account. You cannot change the
type of account.

b. In the URI field, enter a fully qualified URI for the account. The URI must use the HTTPS
protocol, and match the URI used to set up the account with your cloud provider.

c. In the User Name field, enter the account user name, which must be the same as the
user name provided to the cloud provider.

d. In the Key field, enter the account password. The password must be the same as the
password that you provided to the cloud provider, or the key that the cloud provider
issued to you.

e. If you want to use a different proxy server for this cloud account, select the name of the
new proxy from the Proxy drop-down box.

f. If you are editing an Amazon S3 account, you can also specify a new Account IDand
Telemetry Reporting Bucket. You cannot change the Storage Regi